
Business continuity is essential for any organisation; a vital 
component of this is the ability to remain agile and adapt to 
changing threats and new working environments. 

 • Over 90% of cloud breaches occur due to human error and   
  misconfiguration 
 • Only 5% of company networks are adequately protected   
 • Hackers strike every 29 seconds

Security breaches can happen to any business, anywhere.  

Business survival is paramount to ensuring the longevity and security 
of your business. Would your business survive an attack? 

Are you secure?

Our Business Survival Assessment Service (BSAS) service is designed to prepare you for the unexpected; evaluating 
your current level of readiness, guiding you to a solution that’s both cost-effective and easy to deploy. Meaning you can 
implement your remote working plan with peace of mind, knowing your business, employees and supply chain remain fully 
protected with Australia’s best. 

It’s never too late to make BSAS a part of your operations, and with our support, the process is simple. 

To help our SMB and Enterprise clients tackle the continually changing environment, and adapt to current business needs, 
we have put together packages designed to ensure your business remains agile yet secure. 

So you can rest assured knowing while you look after your staff; we’ll look after your business security, ensuring the wrong 
people don’t gain access to your infrastructure. 

Packages

 BSAS packages starting from $1200* , include 6 hours of consultation delivering:

 BSAS for Enterprise

  • Custom packages available, made to scale for larger business needs  

Looking for more insight?
Get greater awareness into your current security positioning with our Vulnerability Assessment and Penetration Testing 
services. 

 • Vulnerability Assessment: a hands-on technical engagement providing a view of the known vulnerabilities that  
  exist in your network. We identify, quantify, and prioritise vulnerabilities in your IT environment, then help you put a  
  plan in place to mitigate and manage those risks. 
 • Penetration Testing: takes the next step, testing both known and unknown weaknesses in your environment,   
  pushing things to discover if any vulnerabilities found could lead to a breach. These results help us establish a   
  detailed set of recommendations on how to fix these issues to avoid a security incident.

BUSINESS SURVIVAL 
ASSESSMENT SERVICE (BSAS)

Take a predictive, proactive 
approach to secure your business.

Certificate of completion
‘Business Survival Assessment

Service’ review  

A report outlining 
recommended next steps

High-level review of your 
current technology stack



BUSINESS SURVIVAL ASSESSMENT SERVICE (BSAS)

Looking for extra security?
Our Crystal Eye units, combined with our Security Information and Event Management (SIEM) and Endpoint Detection and Response 
(EDR) packages, provide the most comprehensive security on the market starting from just $15 per month. 

  • Multiple layers of protection 
  • 24/7 monitoring 
  • Lightning-fast incident response.

Contact Red Piranha today to get your business protected. Fast. 

Where to from here?
Our Business Survival Assessment Service is just the start of your journey to security maturity. 

We will review your current technology, identifying any gaps in your ability to keep operating during a crisis of any kind. 
Following initial findings, we can assist you with an ongoing, easily implemented plan. 

Our range of services, in particular, our Electronic Chief Information Security Officer (eCISO) and Virtual Chief Information 
Security Officer (vCISO) services can oversee your security needs without the added burden and cost of additional 
employees. 

Both our eCISO and vCISO services include staff training, quarterly reporting, remote ISMS consulting, regular vulnerability 
scanning and initial incident response - all required as part of annual board and compliance reporting.    

Need immediate help?
We’re here for you. Our packages are designed to assist you with immediate response, working with you to determine the 
level of threat and actions required to protect your systems with additional hours and individual packages available to best 
suit your organisation’s needs. 

info@redpiranha.net

+61 8 6365 0450 RedPiranhaSec RedPiranha

www.redpiranha.netRedPiranhaSec

Compliance

Red Piranha is ISO / IEC 27001:2013 certified. For Security Operations (SecOps) of our Crystal Eye (CE) Unified Threat Management 
(UTM) Appliance. GIC Cert No. 781489. Our Australian-based SOC 24/7 offering round the clock protection.


